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Hello All! 

Happy 2013!  I hope that you enjoyed the holidays.  
We had a fun time visiting with family and friends.  Jim 
was on vacation.  It was cool. 

The computer clubôs Winter hiatus is essentially over.  
It is time to restart club activities, learning and helping 
each other with our computers. 

In the club business realm, please remember to re-
new your membership and pay your 2013 club dues.  
We appreciate your support. 

Looking forward, perhaps the computer club can hold 
more workshops this year. Let me know what you 
think. Which topics would you like to see offered in a 
workshop setting? 

At the February 7, 2013 club meeting, we will spend 
some time looking at Windows 8. I think that is worth-
while since it was officially released late last year.   

Some people have purchased new computers recent-
ly that have Windows 8 installed. I know there are 
questions about the new óStartô page, how to find pro-
grams, files and folders, even the óDesktopô. Search-
ing for programs and files is super easy and quick.  
You simply need to know how. It can take a couple of 
weeks to become accustomed to maneuvering around 
Windows 8 on your own. We will have funé 

Rosemary Lloyd 
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NOTICE  
 

Due to winter weather conditions, 
February and March meeting times  

will change to daytime hours  

1:30 p.m. - 4:00 p.m.   
 

 

 MEMBERSHIP DUES ARE NOW DUE 
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Big Bear Computer Club Rating System 1 - 5 Bears   

5 Bears Being Best 

       

 

BOOK REVIEW 

by Bill Treadwell 

Big Bear Computer Club 

December 15, 2012 

 

Meyer Eric A. (2007)  

CSS: The Definitive Guide 3rd Edition.  

OôReilly Media Inc. ISBN 978-0-596-52733-4 

 

 
 

This book is several years old (published in 2007) and as a Definitive Guide, it covers CSS 2.1 which interfac-

es well with HTML 3.0 and 4.0.  The current release is CSS 3, which works best when using HTML 5. 

 

The reason why I am working with the ñolderò version of CSS and HTML is to maintain better alignment with 

people who have ñdatedò computer setups. Not everyone is out purchasing the newest technology nor has 

everyone migrated from the slow dial up internet connections.   Therefore I stay back a generation or two 

when doing website development. 

CSS (Cascading Style Sheets) is a way to simplify HTML programming and maintaining a standard or very 

similar appearance among web pages on a single website. One CSS file can be called from many HTML pag-

es thereby providing a single location to manage fonts, colors, and page layouts and stylize the website for a 

consistent appearance.  

CSS: The Definitive Guide was first published in 2000 and now the third 2007 edition provides a very thor-

ough layout for using CSS. The book provides a well-organized presentation demonstrating the coding struc-

tures for designing web pages while simplifying HTML. In fact, some HTML code has been deprecated 

(become obsolete) relying on using CSS code either from separate files called by the HTML page or CSS 

coding directly imbedded in the HTML web page. 

The first four chapters of Meyerôs  book provides background material for learning the basic rules and use of 

classes; formatting CSS code, the elements for coding naming colors, fonts sizes; and various measuring 

units for laying out margins and spacing between various structure types (such as in  boxes and table lay-

outs).  

Then the book proceeds in the next eight chapters to describe the different aspects of coding that define a 

page layout. From chapter to respective chapter, Meyer covers fonts and text properties; layout of boxes; and 

then boxesô associated use of positioning fonts with padding and margins; moving on into positioning boxes in 

a web page; and finally transitions to the stalwart of most web page structures laying out tables. 

I rate this book high in clarity as a guide for designing cascading style sheets interfaced within HTML coding 

for creating outstanding websites. 
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Big Bear Computer Club Rating System 1 - 5 Bears   

5 Bears Being Best 

       

 
 

BOOK REVIEW 

by Bill Treadwell 

Big Bear Computer Club 

December 15, 2012 

 

Hammel, Michael J. (2012)  

The Artistôs Guide to GIMP, 2ND Edition.  

No Starch Press, Inc. ISBN 978-1-59327-414-6 

 

 
GIMP is a full-featured, free, open source software for graphic design and photo manipulation. GIMP contains 

powerful tools with a large menu of options and submenus.   

 

When I first heard about GIMP, I down loaded and installed it. When I started exploring how to use it, I be-

came lost and overwhelmed and did not use the software. I am a novice when it comes to using graphic de-

sign and photo software. GIMP contains a high level of complexity and many powerful tools.  

 
The Artistôs Guide to GIMP, 2nd Edition is based over GIMP version 2.8, which is the most current stable re-
lease of the free open source software. Hammelôs artist guide came to my rescue. 
 
As a GIMP beginner, I found the introductory chapter on fundamental techniques provided brief descriptions 
of all the menu items and icons to be invaluable resource. I continually referred back to this section to look up 
an iconôs purpose and where to find the icon in one tool box or another.  
 
GIMP is so rich in features that it takes determined effort to become comfortable moving around in the soft-
ware package.  
 
The major strength in Hammelôs artistôs guide is his step through or step-by-step instructions for editing pic-
tures or designing objects for use on web pages like buttons and banners. Following the examples in the 
artistôs guide provided clear cut procedures for using the GIMP features and tools. 
  
Hammel provided a latter chapter on creating advertisements, which could be applied to any media. Of 
course, this chapter further exposed additional GIMP tools for manipulating art work. 
 
In this 320 page user guide, I am sure you will find the tools you need for your next creative photograph en-
hancement or for designing eye catching web graphics.  
 
Hammelôs The Artistôs Guide to GIMP, 2nd Edition has opened the door for my GIMP use. 
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WEBSITES: 
https://www.emsisoft.com/en/software/eek 

https://www.virustotal.com 

http://www.trendsecure.com/Info/Rescue_Disk/html/download.html 

http://free.antivirus.com/us/rescue-disk/index.html  (INSTRUCTIONS for Rescue Disk) 

http://www.imgburn.com  (free ISO file burner) 

http://www.imgburn.com/index.php?act=download 

http://support.kaspersky.com/viruses/rescuedisk 

http://www.avg.com/us-en/avg-rescue-cd 

http://www.bitdefender.com/support/How-to-create-a-Bitdefender-Rescue-CD-627.html 

http://download.bitdefender.com/rescue_cd/v2/bitdefender-rescue-cd.iso  (Direct download of latest build) 

 

I recently received a call from a regular reader of this column about a problem he was having with a perni-
cious piece of malware on his computer, one of the newer iterations of the infamous "FBI Ransomware" mal-
ware. In the past he had successfully utilized two of the most widely used free anti-malware utilities to clean 
infected computers, but now he had a really difficult to remove type of malware that had hijacked his comput-
er. Appropriately, and based on his prior satisfactory disinfection experiences, he first used the free portable 
version of SuperAntiSpyware (superantispyware.com) and the free version of MalwareBytes 
(malwarebytes.org) to scan the computer booted in safe mode with networking (F8). Both of these products 
have an excellent reputation of detecting and removing malware. As he had done previously while cleaning 
compromised computers, he booted the computer in safe mode with networking, inserted the USB flash drive, 
and performed a full scan first with an updated version of MalwareBytes, followed by a full scan with the up-
dated portable version of SuperAntiSpyware. The MalwareBytes scan detected and neutralized several tro-
jans and other forms of malware, while the follow-up scan with SuperAntiSpyware indicated a clean comput-
er. 

 

Upon rebooting the computer fully into Windows, the ransomware was still in control of his computer. While 
unusual, it is not unknown that some malware can survive detection and removal with properly updated ver-
sions of some of the most popular and widely used anti-malware utilities. In the continuous cat-and-mouse 
game between cyber crooks and security software companies it is inevitable that the bad guy will frequently 
create new malware that will temporarily penetrate the existing security software on a computer, and evade 
detection by excellent quality software explicitly designed to detect and remove malware. In this particular 
case a build of the endemic FBI Ransomware penetrated the existing defenses on his computer, a major 
name brand security product, and hijacked his computer, holding it for ransom. A reasonable first response is 
to run one or more of the well respected and updated malware detection and removal utilities, and eradicate 
the problem; in this case, that contemporary build of FBI Ransomware was able to survive the assault by two 
of the most reliable anti-malware utilities. 

 

While MalwareBytes and SuperAntiSpyware are both outstandingly fine products with an excellent reputation 
at detecting and removing malware (my personal first choices), no product is 100% effective at preventing or 
removing malware. While the build of malware on this particular computer was not detected or removed by 
the cleaning utilities, it is inevitable that a near update of these utilities will be capable of detecting and remov-
ing this specific digital threat. As unlikely as it is that these fine utilities when properly installed and updated  
will be unable to clean an infected computer, sometimes it is necessary to call out the "big guns" and attack 
the malware with some other weapons. 

 

When simpler methods fail to detect and remove all of the malware from a badly infected computer, my first 
"come to guy" is the recently upgraded freeware edition of  "Emsisoft Emergency Kit 3.0" (emsisoft.com/en/
software/eek). This Emergency Kit 3.0 is a large 225mb download that is intended to be run from a USB flash 
drive. The file is downloaded in ZIP (compressed) format, and then "unzipped" (uncompressed) to a flash 

Free Utilities to Remove Difficult Malware    

https://www.emsisoft.com/en/software/eek
https://www.virustotal.com
http://www.trendsecure.com/Info/Rescue_Disk/html/download.html
http://free.antivirus.com/us/rescue-disk/index.html
http://www.imgburn.com
http://www.imgburn.com/index.php?act=download
http://support.kaspersky.com/viruses/rescuedisk
http://www.avg.com/us-en/avg-rescue-cd
http://www.bitdefender.com/support/How-to-create-a-Bitdefender-Rescue-CD-627.html
http://download.bitdefender.com/rescue_cd/v2/bitdefender-rescue-cd.iso
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drive. A zip file can be uncompressed with the Windows Explorer (file manager) incorporated in all versions of 
Windows since XP, or any one of the many third party file compression utilities can perform this simple func-
tion Once uncompressed on the flash drive, the protocol is to first boot the computer into "Safe Mode with 
Networking" by turning on the computer (cold boot) and immediately tapping the F8 key every few seconds 
until the safe mode menu screen appears; highlight the selection "Safe Mode with Networking", hit enter, and 
the computer will boot into safe mode, only loading the minimal necessary drivers and programs. Do not be 
shocked if the screen looks unusual with very large icons, as the default screen is at low resolution. If you are 
offered a choice to restore the computer to an earlier time, do not do it! Also if a window opens offering a help 
menu, simply exit that screen; all you want is a basic desktop screen. Insert the flash drive (it may take a few 
moments for the computer to recognize it), and open your file manager by clicking on the computer icon or 
the Windows Explorer (file manager) icon. Select the flash drive letter which will open the flash drive. There 
may be a "Start" item displayed, which may be used to open the Emsisoft menu, or click on the RUN file fold-
er on the flash drive, and then open "a2emergencykit.exe".   

 

The Emergency Kit program will load offering the user a few choices; if given the opportunity to check for up-
dates, and there is a good internet connection, then update the data files. Emsisoft releases several large sig-
nature files every day, and updating the files will make it more likely that the Emergency Kit will be able to sat-
isfactorily resolve the malware infestation. The Emsisoft malware library contains over 10 million malware dig-
ital signatures, with maybe thousands of new signatures added every few hours of every day. This Emergen-
cy Kit utilizes a dual scan technology, basically using two different scan engines to detect and remove mal-
ware. If malware is found my personal recommendation is to quarantine what is found, which will render the 
malware inert without actually deleting it. My rationale for quarantine rather than delete is that the Emergency 
Kit is so powerful and comprehensive that in my experience it has detected a few false positives which, if de-
leted, could adversely impact the performance and function of some of the software on the computer. If I sus-
pect that any file detected as malware is a false positive, I upload the questionable file to VirusTotal 
(virustotal.com). VirusTotal scans the questioned file with dozens of different scan engines, and displays the 
detailed results of the multiple scans; if most of the scan engines report that the file is clean, it likely is clean 
and safe, and may be restored from quarantine; if most indicate that it is malware, then the file is likely safe to 
delete.  In my experience with Emsisoft Emergency Kit, I have found it extremely competent and thorough at 
detecting malware of all types; the downside of this kit is that since the malware database is so large, and 
since it is using a dual scan technology, it is among the slowest of scanners. The slow scan speed, as well as 
its sensitivity (both a positive and negative feature) and occasional reporting of false positives, is why I 
choose to use the more traditional malware scanners as my primary choices; but if they fail, then this 
Emsisoft Emergency Kit becomes my first choice malware detector and killer. 

 

Sometimes malware files are so seriously embedded in a system that the traditional Windows based utilities 
cannot detect and remove them. Some of the most ruthless forms of malware hide in almost inaccessible 
places on a hard drive, or in protected files that are a part of the Windows operating system. Since these files 
are loaded when Windows boots, they are somewhat "locked" or otherwise protected by the operating system 
when loaded, which also protects their malware content. Another form of malware hides in the deepest spots 
in the hard drive, not typically accessible when Windows is loaded; when any of these scenarios occur, it may 
be necessary to scan the computer without Windows being loaded at all. For this purpose, many of the lead-
ing security software publishers offer a large downloadable file that can be properly burned to a CD or DVD 
disc, making it bootable from the disc which contains its own operating system, rather than loading Windows 
from the hard drive. 

 

TrendMicro offers its "Trend Micro Rescue Disk" for download from trendsecure.com/Info/Rescue Disk/html/
download.html. Once downloaded, by following the on screen instructions, this file can create a bootable CD, 
DVD, or bootable flash drive with its own operating system as well as an updated version of the TrendMicro 
scan engine. My recommendation is to create a bootable CD or DVD disk, rather than a bootable USB flash 
drive as virtually all contemporary Windows computers can easily boot from a CD or DVD, but many cannot 
easily boot from a USB flash drive.  To make almost any Windows computer bootable from a CD or DVD (this 
applies to any bootable CD or DVD, not just this TrendMicro disc) TrendMicro gives the following instructions:  
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" 1. Insert the disc or USB drive into the computer. 

   2. Restart the computer. 

  3. When the computer powers up again, look for a BIOS setup message, which often looks like ñPress     

[KEY] to run Setupò where [KEY] might be Delete, ESC, or one of the F1ïF12 keys. 

  4. Once the BIOS Setup Utility has opened, look for a tab labeled Boot, Boot Order, or Boot Options."   
 

Set the CD or DVD drive (or bootable USB flash drive, if listed) as the first boot device. Once completed, save 
and exit; the computer will now boot from the disc or flash drive. Without a disc in the drive, the computer will 
boot normally from its hard drive. Once the computer is booted with the Rescue Disk, follow the onscreen 
prompts and menu to scan the computer from malware. Since the hard drive is not used to boot the infected 
computer, and a compatible operating system other than the built in Windows is loaded, any hidden malware 
or compromised system files now become accessible to the malware scanner. 

 

In addition to the TrendMicro Rescue Disk, several other excellent security software publishers offer a similar 
bootable disc that will load its own operating system and scan for malware. These publishers include BitDe-
fender, Kaspersky, and AVG. All of them offer a free downloadable file, that is reasonably up to date when 
downloaded, and may also offer the opportunity for a "soft" update when loaded, and internet access is avail-
able. These rescue disks are downloaded in ISO format which requires a third party utility to properly burn 
them to a disc; simply burning these ISO files to a disc like any other files will simply not work as a bootable 
disc. I recommend the free ImgBurn software (imgburn.com/index.php?act=download) for creating a bootable 
disc from an ISO file.   

 

The Kaspersky Rescue Disk 10 is available for download (free) as a 264mb ISO file from sup-
port.kaspersky.com/viruses/rescuedisk. Click on the "Product Info" tab for direct download, and "Knowledge 
Base" for additional information and assistance. According to Kaspersky, "Kaspersky Rescue Disk 10 is de-
signed to scan and disinfect x86 and x64-compatible computers that have been infected. The application 
should be used when the infection is at such level that it is impossible to disinfect the computer using anti-
virus applications or malware removal utilities running under the operating system. In this case, disinfection is 
more efficient because malware programs do not gain control when the operating system is being loaded." 

 

AVG offers its AVG Rescue CD, which it calls, "  ...  a comprehensive toolkit that will repair system crashes 
and return systems to a state where they can operate at full capacity, thanks to deep-rooted infections having 
been removed and file systems repaired." The AVG Rescue software is available for free as an ISO file to 
create a bootable CD, or in ZIP compression format to create a bootable USB flash drive. The ISO file re-
quires the use of an ISO burning program such as the ImgBurn mentioned above. AVG Rescue CD is availa-
ble for download from avg.com/us-en/avg-rescue-cd. The ISO file is an 84mb download, and the USB version 
is a 95mb zip file. 

 

BitDefender offers an ISO file, the latest build of its free rescue CD, as a direct 360mb download from down-
load.bitdefender.com/rescue_cd/v2/bitdefender-rescue-cd.iso . This ISO file is fully up to date when down-
loaded, and requires a utility such as ImgBurn to create the bootable CD from the ISO file. Instructions on 
how to create the bootable CD are available from bitdefender.com/support/How-to-create-a-Bitdefender-
Rescue-CD-627.html. Also at this same location are detailed instructions on how to use the ISO file to create 
a bootable USB flash drive. 

 

With a comprehensive selection of anti-malware detection and removal utilities such as those listed above, 
any PC user should be able to clean the most heavily malware infested computer. While it may take some 
time and effort to download and install the utilities, and to possibly burn a CD or make a bootable USB flash 
drive, the results will be well worth the effort.                                by Ira Wilsker  

 

http://www.informit.com/promotions/promotion.aspx?promo=135939
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Windows 7 features the ability to manually choose preset text sizes larger than the standard ñ100%ò setting. 
But you arenôt limited to just those preset options. If one preset size is too big and another is too small, you 
can create your own perfect size. 
 

The option to change text size is can be found in your computerôs ñControl Panel,ò which is located inside the 
ñStartò menu. Inside the Control Panel window, locate ñAppearance and Personalizationò, then "Display". 
Here are the options for changing text sizes. Choose "Desktop Gadgets"  
 

This new window provides a links to access features for changing how your operating system displays imag-
es on your screen.  
 

To reach the options for changing text sizes, click the 
ñDisplayò link, which is located near the top of the window 
above the ñDesktop Gadgetsò heading. 
 

At the right side of the ñDisplayò window are two of the 
preset text size options, but these radio buttons wonôt help 
you set a custom size. Click the ñSet Custom Text Size 
(DPI)ò link at left side of the window, instead. 
 

In the new window is a box  labeled ñScale to This Percentage of Normal Size.ò It seems that this option 
would let you choose a custom size, but it only gives you the ability to choose between ñ100%,ò ñ125%,ò and 
ñ150%.ò Even typing your cus- tom size will automatically re-
vert to the nearest preset op- tion. For instance, if you type 
ñ140%ò it will automatically switch back to ñ150%.ò 
 

Instead of trying to change the box, click anywhere on the ruler 
icon located directly under- neath the box and drag the ruler 
with your mouse toward the right to increase the size, or to-
ward the left to decrease the size. Drag your cursor slowly 
until you reach the custom size you want to create, such as 
122% or 135%..  
 

Click the ñOKò to save your change. Depending on your Windows settings, your change may not immediately 
take effect. If the text size on your screen didn't change, restart your computer to apply the new custom size.          

 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

Java Plug-in Recently Exploited and is Deemed Dangerous 
 

"... most people do not even know what Java is or if they have it installed. As a result, Java has become a 
popular target for cyber criminals. Ultimately, the best defense is simple: if you are not using any programs or 
applications that require Java, then do not install it on your computer. Only install Java if you absolutely re-
quire it. If you are not sure if you have Java already installed on your computer, there is a simple way to 
check."   
 

"Simply go to the Java website listed below to check if you have Java installed. If you discover you do have 
Java installed but you no longer need it, uninstall Java from your computer. If you absolutely must have Java 
installed, there are several things you can do to protect yourself." 
 

This instructional article on the Java Plug-in installed in web browsers is available in PDF. Since the 
entire article itself is too lengthy to include it all here, continue reading it by clicking the link below. 
 

http://www.securingthehuman.org/newsletters/ouch/issues/OUCH-201301_en.pdf 
 

 

Be sure to only check if you have a Java Version installed; do not actually install it.   
 

http://www.java.com/en/download/installed.jsp       

Setting Custom Text Size in Windows 7 

http://www.securingthehuman.org/newsletters/ouch/issues/OUCH-201301_en.pdf
http://www.java.com/en/download/installed.jsp
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WorldStart, always wanting to bring you the latest and greatest 
tech information, recorded a 2 hour Windows 8 upgrade walk-
through video of one of our Intel I5 series laptops. However, 
when the upgrade was finished I found an interesting bug in Win-
dows 8 which rendered the PC virtually useless.  

 

This screen is what we saw once I typed my password into 
Windows and clicked sign in. Yes, thatôs right a black screen 
with a mouse cursor. Nothing else!  --Tim @ Worldstart.com 
           
 
             READ MORE TO FIX!  
 

 ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ 
 

Stolen Cellphone Databases Switched on in U.S. 
 

U.S. cellphone carriers have taken a major step toward curbing the rising number of smartphone thefts with 
the introduction of databases that will block stolen phones from being used on domestic networks. 
 

The initiative got its start earlier this year when the U.S. Federal Communications Commission and police 
chiefs from major cities asked the cellular carriers for assistance in battling the surging number of smartphone 
thefts. In New York, more than 40 percent of all robberies involve cellphones and in Washington, D.C., cell-
phone thefts accounted for 38 percent of all robberies in 2011. 
 

With the introduction of the database, carriers will be able to block stolen handsets from being used on their 
networks. Until now, such blocking had targeted the SIM card, so unauthorized calls could not be made on 
stolen phones, but putting in a new SIM card meant the phone could still be used. That meant a stolen phone 
could be sold on the second-hand market. 
 

The new database blocks the IMEI number, a unique identification number in the cellphone akin to a VIN 
(vehicle identification number) in a car. The ID number remains with the cellphone no matter what SIM card is 
used. 

 

"The goal is to not only protect the consumer by cancelling the service, but by ultimately protecting the con-
sumer by drying up the after market for stolen phones," said Chris Guttman-McCabe, vice president of regula-
tory affairs at CTIA, a wireless industry trade association that has coordinated efforts to introduce the data-
base. 
 

As of Wednesday, carriers AT&T and T-Mobile will offer a joint database, said Guttman-McCabe. The two 
carriers use the same basic network technology so handsets from one can be easily used on the other. Veri-
zon and Sprint, which use a different network technology, will offer their own databases, he said. 
 

By the end of November next year, the four carriers will combine their databases so that the vast majority of 
U.S. cellphone users will be covered. Smaller carriers like Nex-Tech and Cellcom are also getting on board 
the database. There are also plans to link it with an international database maintained by the GSM Associa-
tion to stop stolen phones being shipped overseas and used on foreign networks. 
 

With the introduction of the database, consumers are being asked to do more to safeguard their phones and 
data. "Consumers also play a key role in protecting their information and preventing smartphone theft," the 
organization said in a statement. "By using passwords or PINs, as well as remote wiping capabilities, con-
sumers can help to dry up the aftermarket for stolen devices." 
 

A lock code on the home screen can make it difficult for thieves to get into menus and reset the phone. The 
inability to get past a lock screen also makes it difficult for an unsophisticated criminal to sell the phone on the 
after market.  
 

Consumers will start to see this information pushed from carriers by the end of this year. (IDG News Service) 

Have A Laptop With HD Graphics? Don't Upgrade To Windows 8 (Yet) 

http://www.worldstart.com/laptop-with-hd-graphics-dont-upgrade-to-windows-8-yet/print
http://www.idg.net
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About Bearly Bytes 

 

Bearly Bytes Newsletter, past winner of SWUGC & 
APCUG Newsletter contests. is the official publication 
of the Big Bear Computer Club. Views expressed in 
Bearly Bytes are those of the authors and do not nec-
essarily reflect the opinions of Big Bear Computer 
Club. Other computer user groups are welcome to re-
print our articles as long as they give credit to the au-
thor and Bearly Bytes, Big Bear Computer Club. 
 

Submissions: All BBCC members are encouraged to 
send letters, articles, questions, and comments to 
Bearly Bytes for inclusion in future issues. Submit as 
plain text in the body of an email and attach any 
graphics as JPEG or GIF format.  
 

Send to Yomar Cleary ï ycleary@charter.net 
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ 
 

                2012 Workshop Survey Topics 
 

Beginning Computers              ____ 

Microsoft Windows 7 Basics               ____ 

Digital Photography                ____ 

Microsoft Windows Basic Maintenance          ____ 

How to Web Search                ____ 

Email Basics                 ____ 

Facebook                 ____ 

Ebay                  ____ 

Other _____________________________________ 
 

Dates: ____________________________________ 
 

Copy and paste into your email and submit to: 
 

Rosemary Lloyd ï rosemary@sugarloafpc.com 
 
 

************************************************************* 
 

Enter "Find the Bear" contest to win a cool prize.  
 

1. Locate the "BEAR"  
2. Click on it.  
3. Fill in the form.        
4. Send. 
  

 

Must attend the following meeting to receive the prize. 

Bits & Bytes 

Devoted to helping users find the best technology  
products and the lowest price. 

http://www.techbargains.com/
laptopcomputernotebookreview.cfm 

  

Capture Any Digital Color 
 

Did you know that for every color, there is a name for 
every shade of that color? And there is a digital code 
for every shade. If you need to know exactly what 
color you're looking at, you just need to know the 
code! You can find the code by using Able Opus Col-
or Extractor. It knows all the codes for every color 
you can use on a computer. Take a screenshot or 
load in a picture, then click on a color and it will tell 
you each of the four types of codes. This is a great 
tool for editing photos or creating logos.  

 

               Cost: Free           Link: sourceforge.net  
 

  System: Windows XP, Vista, 7  Komando.com 
 

Put Your eMails on Pause 
 

It's great that you're a pretty popular person, but it 
also means your email inbox is on overflow! Just 
when you think you have it under control, the deluge 
starts all over again. Maybe you're planning a relax-
ing vacation, and you're only going to check your 
email once, but every time you log out, a new email 
show up!  
 

Pause is a browser extension for Chrome and Fire-
fox that has a handy Pause button for your Gmail 
account. Click Pause, and all emails are put on hold 
until you click Unpause. You'll still get the email sent 
during a pause break, and you'll get respite from the 
endless email tide. Now that you can breath use that 
time to clean your inbox, relax a bit and focus on the 
real world!        Cost: Free   Link: inboxpause.com    
 

System: Windows XP, Vista, 7, Mac OS X   Komando.com 
 

THIS MONTH'S BEAR'S TIP 
 

The U.S. Government Printing Office Style Manual 
offers one easy style: "Capitalize all words in titles of 
publications and documents, except a, an, the, at, 
by, for, in, of, on, to, up, and, as, but, it, or, and nor." 

http://www.techbargains.com/laptopcomputernotebookreview.cfm
http://www.techbargains.com/laptopcomputernotebookreview.cfm
http://sourceforge.net/projects/ableopuscolorex/
http://inboxpause.com/
http://www.thepaperclipstationers.com/
http://www.techbargains.com/laptopcomputernotebookreview.cfm
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The following members have generously offered 
to help you with your PC problems by phone or  
by email: 
 

Windows Beginners                  Yomar Cleary 
909.878.5622                    ycleary@charter.net 
 

Windows XP, Vista, 7   Rosemary Lloyd 

909.584.9358          Rosemary@bigbearcc.org 

 

MS Outlook                            Rosemary Lloyd 

909.584.9358          Rosemary@bigbearcc.org 

 

MS Excel                                Yomar Cleary 
909.878.5622                    ycleary@charter.net 
 

MS Publisher                    Yomar Cleary 
909.878.5622                    ycleary@charter.net 
 

 Digital Photos                          Barbara Moore 
 909.585.7981          barbmoorebbl@gmail.com 
 
 

CD Burning                           Rosemary Lloyd 
909.584.9358           rosemary@bigbearcc.org 
 

Adobe Photoshop                    Rick Edwards 

Photoshop Light Room   

909.547.0109                   rick235@charter.net 
 
 
 

 

The Computer Club provides training at 
the monthly meetings when there is no 
presenter. SIG groups are also available. 
 

Persons with all levels of computer 
knowledge are welcome to attend the 
meetings at the Discovery Center on the 
1st Thursday of the month at 5:30 pm.  
 

First 2 visits are free! Bring a friend.  
 

Membership is $25 and spouse $5. All 
recurring membership dues are due in 
January. 
 
 

 
 
 
 

THE BEAR WANTS YOU TO SHARE A TIP   
 

Send to Yomar Cleary ï ycleary@charter.net 

Helpline 

 

President......................................Rosemary Lloyd 
909.584.9358             rosemary@sugarloafpc.com 
 

Vice Presidentééééééééé.Yomar Cleary 
909.878.5622                          ycleary@charter.net 
 

Treasurer.......................................Barbara Moore 
909.585.7981               barbmoorebbl@gmail.com 
 

Secretary .........................................Sandi Ybarra  
909.585.8318                 sandiscabin@yahoo.com  
 

Director at Large é.é..é.......Frances Sweigard  

909-584-8990                 jillycan_89@hotmail.com 

Director at Large é.é..é.....éé....Jerry Merino   
909.585.8714                        gmerino@charter.net 
                      

Webmaster........................................Bill Flanagan 

909.866.9379                            bill@bigbearcc.org 
 

Newsletter Editor..............................Eileen Bryan 

909.289.8476                    eileenbrn6@yahoo.com 
 

Publicity...........................................Yomar Cleary 

909.878.5622                          ycleary@charter.net 
 

Equipment Chair...............................Don Odekirk 

909.585.6728                BigBearOdie@yahoo.com 
 

Technical Advisor.................................Jim Lloyd 

909.584.9358              inquiries@sugarloafpc.com 
 

Refreshments Chair...ééééé Sharon Teeter 

909.585.2026              sharonteeter1@verizon.net 

  

 Membership Chair....ééééé....Tina Nazarian 

909.633.4516           Tina_Nazarian@hotmail.com 
 

Historian..............................................Nancy Hinz 

909.585.8095                             ncyhz@gmail.com 
 

Sunshine Chair.................................Eileen Bryan 

909.289.8476                   eileenbrn6@yahoo.com 
 

Name Tags - 50/50ééééééé...Dorothy Sirk 

909.585.3449              dorothymsirk@hotmail.com 
 

 

 "We can't help everyone, but everyone can help someone."  
 

                      — Ronald Reagan. 

Officers and Key Leaders 

mailto:allenbnc@yahoo.com
mailto:allenbnc@yahoo.com
mailto:allenbnc@yahoo.com
http://www.ready.gov/
http://www.emailmeform.com/builder/form/pfx5bdK34Z98Q5sf4Ld
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   COOL LINKS     
     

  THIS MONTHôS FEATURES 

Trail a dollar bill for fun at billtrail.com  

 Freshbooks.com * Evernote.com * CrucialScan.com 

LaptopKey.com * LegalZoom.com/tips * Staysafeonline.org    
 

 

cnet.com                 

ready.gov 

geeks.com 

vlcapp.com      

freeapps.org  

youtube.com 

dummies.com 

komando.com             

howtogeek.com           

email.about.com    

clarkhoward.com 

portableapps.com            

customguide.com 

go-downloads.com 

bestsites.fws1.com 

ehow.com/ehow-tech 

thewindowsclub.com    

techsupportalert.com 
 

 

        

*** FREE KINDLE READING APPS ***  
 

read.amazon.com   amazon.com/gp/kindle/kcp  

 
 

 

Check Out MakeUseOf  

Cheat sheets that list shortcuts for a number of es-
sential programs that you probably use on a daily 
basis. Those will definitely make you more produc-
tive. All free. Enjoy! Share them with everyone!   

http://www.makeuseof.com/pages/downloads 
 

To download them you just need a password.  
 

Simply subscribe to MakeUseOf.com Newsletter 
using your email to get it. The password will be in-
stantly emailed to you once you have confirmed 
your subscription.  

That's not all! You will also get access to 
MakeUseOf Guides 

MAR 

S M T W T H F S

     1 2 

3 4 5 6 7 8 9 

10 11 12 13 14 15 16 

17 18 19 20 21 22 23 

24 25 26 27  28 29 30 

 FEB 

S M T W T H F S

     1 2 

3 4 5 6 7 8 9 

10 11 12 13 14 15 16 

17 18 19 20 21 22 23 

24 25 26 27  28   

31  

 

Beginning Bank $1,469. 696 
 

Membership Dues 0.00 
Fundraising Equipment 0.00 
Donations: 50/50 9.00 
Advertising 0.00 
PayPal Discount 0.00 
 

Total Income  $00.00 
 

Bank Charge 0.00 
Dues & Fees 225.00 
Promotion 0.00. 
Supplies 0.00 
 

Total Expenses  $225,.00 

 

Ending balance in Bank                       $1,244.56 

  7 Gen. Mtg. 1:30 pm *** 19 Brd. 7 Gen. Mtg. 1:30 pm ** 19 Brd. 

FOR THE LATEST IN TECHNOLOGY 
bits.blogs.nytimes.com    

nytimes.com/pages/technology/personaltech  

http://www.billtrail.com/
http://www.freshbooks.com/
http://evernote.com/
http://www.crucial.com/?gclid=CPbdkdaXgbMCFaaDQgodtiUAXw&cpe=pd_google_us&ef_id=UGN6VAAACVM3qwVT:20121014185633:s
http://www.laptopkey.com/ga?gclid=CO_ljOjVibICFWWCQgodhg0ASA
http://69.20.16.209/tips-trends
http://staysafeonline.org/
http://www.cnet.com/
http://www.ready.gov/
http://www.geeks.com/
http://www.vlcapp.com/
http://www.freeapps.org/
http://www.youtube.com/
http://www.dummies.com/
http://www.komando.com/
http://www.howtogeek.com/
http://email.about.com/
http://www.clarkhoward.com/
http://portableapps.com/
http://www.customguide.com/
http://go-downloads.com/
http://bestsites.fws1.com/
http://www.ehow.com/ehow-tech/
http://www.thewindowsclub.com/
http://www.techsupportalert.com/
https://read.amazon.com/
http://www.amazon.com/gp/feature.html/ref=kcp_ipad_mkt_lnd?docId=1000493771
http://www.makeuseof.com/pages/downloads
http://www.makeuseof.com/
http://www.makeuseof.com/pages/download
http://bits.blogs.nytimes.com/
http://www.nytimes.com/pages/technology/personaltech/
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Windows Makeover May Cause Head-Scratching!  

 

Get 40% off books from O'Reilly, Microsoft Press, No Starch, Paraglyph, PC Publishing, Pragmatic Book-
shelf, Rocky Nook, SitePoint, or YoungJin books and 50% off ebooks you purchase directly from O'Reilly.  

Just use code DSUG when ordering online or by phone 800-998-9938 

 

Windows Makeover May Cause Head-Scratching! Microsoft Windows, which has more than a billion users 
around the world, is getting a radical makeover, a rare move for a product with such vast reach, Nick Wing-
field reports in The New York Times. The new design is likely to cause some head-scratching for those who 
buy the latest machines when Windows 8 goes on sale this Friday. 
 

Many of the familiar signposts from prior PCs are gone in Windows 8, such as the Start button for getting to 
programs and the drop-down menus that list their functions. 
 

To Microsoft and early fans of Windows 8, the software is a fresh, bold reinvention of the operating system for 
an era of touch-screen devices like the iPad, which are reshaping computing. Microsoft needs the software to 
succeed so it can restore some of its fading relevance after years of watching the likes of Apple and Google 
outflank it in the mobile market. 
 

To its detractors, though, Windows 8 is a renovation gone wrong, one that will needlessly force people to re-
learn how to use a device every bit as common as a microwave oven. 
 

"I don't think any user was asking for that," said John Ludwig, a former Microsoft executive who worked on 
Windows and is now a venture capitalist in the Seattle area. "They just want the current user interface, but 
better." 
 

Little about the new Windows will look familiar to those who have used older versions. The Start screen, a 
kind of main menu, is dominated by a colorful grid of rectangles and squares that users can tap with a finger 
or click with a mouse to start applications.  
 

Many of these so-called live tiles constantly flicker with new information piped in from the Internet, like news 
headlines and Facebook photos. What is harder to find are many of the conventions that have been a part of 
PCs since most people began using them, like the strip of icons at the bottom of the screen for jumping be-
tween applications.       bits.blogs.nytimes.com 
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

Smart Review Offers Consumer Top Rated Products 
 

Want to buy a product with confidence without spending days doing research? Smart Review lists uniformly 
high-quality products, so the reader does not have to wade through a myriad of reviews on the web that can 
be daunting and time consuming. After scanning professional and consumer user ratings which they believe 
provide an unusually good indication of quality, Smart Review gives their own "top pick" of reviews from both 
owners and professionals who offer comparisons and review of electronic products such as HDTVs, camcord-
ers, SLRs, treadmills, and ellipticals. Smart Review has provided service to the consumer since 2004. Hope-
fully, they will expand the list of items to review.     Read more: smartreview.com    Submitted by Eileen Bryan   
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

For Kindle Device Owners 
 

Now Kindle Prime members can choose from over 145,000 titles to borrow for free ï including all seven Harry 
Potter books and more than 100 current and former New York Times Bestsellers ï as frequently as a book a 

http://post.oreilly.com/rd/9z1zsj1n5rh32ffr3i3tti77mk656ems566k213llh8
http://bits.blogs.nytimes.com/?s=Windows+8+Makeover+
http://www.smartreview.com/wp-content/themes/lifestyle_40/images/favicon.ico
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Word Tips 
By Rosemary Lloyd  

Excel Tips 
By Yomar Cleary 

 

Put the Autoformat Command on the 
Quick Access Toolbar 

 

If you're a longtime Word user, you 
may remember the AutoFormat 
command, which was a great time-
saver when someone sent you a 
badly-formatted document, such as 
an e-mail message with paragraph 
break) at the end of every line that 
you needed to turn into an easily-
editable Word document. When 
Microsoft introduced the Ribbon 
interface with Office 2007, the Au-
toFormat command wasn't on it, 
but you can make it return.  
 

You can add it to the Quick Access 
Toolbar that appears above the 
Ribbon's tabs.  

¶ Click on the down arrow at the 
right-hand end of the Quick Ac-
cess Toolbar, 

¶ Click on 'More Commands'  

In the dropdown menu un-
der ]'Choose commands from'  

¶ Select 'Commands Not In the 

Ribbon'  
From the list that appears 

¶ Click Autoformat 

¶ Add button 

¶ OK.  
 

Follow a similar procedure to put 
any other command on the Quick 
Access Toolbar that you want to 

access quickly. http://www.pcmag.com 
 

 ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

 WHAT IS WEBOPEDIA?  
 

A Complete Dictionary for  
Online and Internet Terms 

 

Did You Know? articles make 
learning fun: Get useful facts and 
comparisons of many of the prod-
ucts, services and technologies you 
see and use every day. 
 

Quick Reference section will help 
you understand how technology 
works: From top tips and best prac-
tice guides to protocols and biomet-
rics. Read moreé webopedia.com/ 

iPhone Cheat Sheet 
 

This cheat sheet lists about a doz-
en of useful, simple and often ne-
glected tips for iPhone users. 
Spares you a Google search of 
individual tips.    
 

Itôs by no means a complete list of 
all iPhone shortcuts, only ithose 
that are not easily noticeable. 
 

MakeUseOf.com 
 

Check it out.  
Itôs Completely FREE 

  
~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~   

Design and Publish Your Own  
Free Digital Magazine 

 

Download the Latest  
Manual From MakeUseOf! 

 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~   
 

Interested in Publishing  
an eBook? 

 

There are probably more than a 
few of you readers have a half-
written books or useful guides 
you've put together to help people 
learn something. Maybe poems, 
or? 
 

Check out this guide to making 
your own eBooks and publishing 
them on Amazon.  MakeUseOf.com 

 

http://www.makeuseof.com/tag/
ebooks-publish-amazon/ 

 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
  

This Year, Gift Ideas  
in Triplicate 

 

Barnes & Noble Nook HD 
The iPad Mini 
Windows Phone 8 

 

Read the Reviews  
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~   
 

PHOTOGRAPHY FORUM 
 

http://www.uglyhedgehog.com/
newsletter.jsp 

Internet & Tech Tips 
By Eileen Bryan 

 

Format Elegant Spreadsheets   
Without Formulas 

 

Did you know that you can get Excel 
to identify important values -- like 
the top ten numbers in a list, values 
that are greater than certain thresh-
old, or numbers that are below the 
average -- automatically? It's a fea-
ture called Conditional Formatting. 

 

Conditional formatting has been 
around in Excel a long time, but ei-
ther most people don't know about it 
or never remember to use it. In Ex-
cel 2010, Microsoft moved it front 
and center -- right into the Home tab 
-- to encourage you to try it out.  
 

Here's what you need to do: 
Start by selecting a range of values, 
such as a column of numbers that 
represent the most important data 
on your spreadsheet. 

 

¶ In the Home tab, click Conditional 
Formatting. Now just choose the 
item you want to format your data. 

 

¶ Highlight Cell Rules flags certain 
cells that match any criteria you 
like. If you want to see any cells 
that exceed 100, for example, 
choose Greater Than and enter 
100. You can also use this to warn 
yourself if a field has a certain text 
string or is a duplicate of another 
cell. 

 

Top/Bottom Rules lets you rely on 
Excel to automatically call out the 
best or worst values in the set. Use 
this to mark the top ten values in 
blue or the lowest ten in red. 
 

Data Bars, Color Scales, and Icon 
Sets are all different ways to format 
your data to call attention to outliers. 
Use these commands to color code 
best and worst values, or add an 
icon to indicate relatively better and 
worse numbers. The best part is that 
you don't have to specify how Excel 
does this; it figures it out relative to 
the best and worst numbers in the  

range you specify. 

http://www.pcmag.com
http://www.webopedia.com/
http://www.makeuseof.com/pages/iphone-cheatsheet
http://www.makeuseof.com/pages/iphone-cheatsheet
http://www.makeuseof.com/pages/design-and-publish-your-own-free-digital-magazine?utm_campaign=newsletter&utm_source=2012-10-31
http://www.makeuseof.com/pages/design-and-publish-your-own-free-digital-magazine?utm_campaign=newsletter&utm_source=2012-10-31
http://www.makeuseof.com/tag/ebooks-publish-amazon/
http://www.makeuseof.com/tag/ebooks-publish-amazon/
http://www.nytimes.com/2012/11/01/technology/personaltech/presenting-the-nook-hd-ipad-mini-and-windows-phone-8-review.html?nl=technology&emc=edit_tu_20121031&_r=0
http://www.uglyhedgehog.com/favicon.ico
http://www.uglyhedgehog.com/favicon.ico
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WEBSITES: 

http://pandacloudcleaner.pandasecurity.com 
http://www.comodo.com/home/internet-security/cloud-scanner.php 
https://en.wikipedia.org/wiki/Zero-day_attack 
 

It never ceases to amaze me how many computers continue to get infected by malware, despite being protected by reputable 
security software. While the major free and paid security products generally offer excellent protection from malware, none are 
absolutely invulnerable to the latest threats, which may allow an otherwise well protected computer to be compromised by the 
latest creations of cyber crooks. 
 

I frequently hear something like, "The salesperson at <big box store> told me that this <name brand security package> was the 
best on the market, and that it offered absolute protection from all threats." For the word "salesperson" above, other users have 
substituted "husband", "the boy next door", "that lady on the radio", "the geek at work" or some similar real or self-described 
security expert who recommended some particular security product. While generally well intended, and often based on positive 
personal experience, it should be noted that in heavy penetration testing using the latest varieties of malware, virtually all of the 
major security products can be and are often penetrated by malware. 
 

While almost all major security products implement a variety of techniques to protect against unknown malware, so called "zero 
day" attacks have been especially successful in penetrating most security utilities. Most of us have security software that is fre-
quently updated with the latest collections of the digital signatures that have been detected and analyzed by the security compa-
nies; these frequent updates, which we may often see taking place, give us a sense of security that our protective software is 
busily at work protecting us from all of the evils that can threaten our computing safety. While we may be incrementally more 
secure with each of the frequent updates, we are typically vulnerable to the very latest threats prowling the net for victims.  
 

A traditional analogy about security software updates is to our daily newspaper; today's newspaper in the driveway is actually 
yesterday's news; likewise today's security update may include malware discovered yesterday, but will not likely include new 
malware that just started circulating. These security updates are more often "reactive" and generally not "proactive". Some of 
the published tests of the updates of the major security software indicate that it may often take hours, if not days, for newly de-
tected malware to be analyzed and countered, before the updates are pushed to the user. An update just received may be for 
threats discovered several hours ago, leaving us little or no protection for new threats that appeared since the previous threats 
were detected. With thousands of new cyber threats appearing daily, sometimes at a rate of over a thousand per hour, the secu-
rity companies are often overwhelmed with the sheer volume of new threats encountered. A silent "truth" of the security industry 
is that each of the new threats is evaluated as to the degree of threat, and those that are evaluated a "low" may not be analyzed 
further and thus not incorporated into the next data update. A related issue is the speed in which malware can spread around 
the globe; some of the most malicious malware can spread globally in just a matter of minutes, implying that a recent security 
update, released prior to the endemic spread of a malicious new form of malware, will offer no protection from that new mal-
ware, leaving us open and vulnerable. 
 

Another type of threat that we are often vulnerable to is the "zero day" threat. According to Wikipedia (en.wikipedia.org/wiki/Zero
-day_attack), "A zero-day (or zero-hour or day zero) attack or threat is an attack that exploits a previously unknown vulnerability 
in a computer application, meaning that the attack occurs on "day zero" of awareness of the vulnerability. ... Zero-day attacks 
occur during the vulnerability window that exists in the time between when a vulnerability is first exploited and when software 
developers start to develop and publish a counter to that threat." Since these threats are spread prior to detection and the imple-
mentation of protective measures, they may easily infect and compromise otherwise well protected computers. Many of the re-
cent zero day threats are also designed and written to target known weaknesses in specific brands of security software, thus 
rendering them helpless in stopping these attacks. 
 

When malware infects an otherwise protected computer, it often neutralizes the installed security software, opening the comput-
er to a coordinated follow-on attack. It is well documented that some of the better malware authors make enormous profits sell-
ing access to the computers that they have compromised, allowing identity thieves and other cyber crooks roaming access (for 
a fee) of the purloined machine.  
 

The victim is typically unaware, as their trusted security software gives no indication of the attack (it is often effectively dead, in 
terms of protection), but to the user, still appears to be alive and well, even looking like it is still completing its periodic updates. 

Free, Supplemental Malware Scanning in the Cloud  

http://pandacloudcleaner.pandasecurity.com
http://www.comodo.com/home/internet-security/cloud-scanner.php
https://en.wikipedia.org/wiki/Zero-day_attack
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If the user performs either a scheduled or manual security scan using the unknowingly deactivated security software, the mal-
ware infection will not be detected. This is precisely why it is often vital to perform frequent security scans with unrelated third 
party security software. 
 

I have written frequently about the assortment of updated portable security software that I carry on a USB flash drive on my car 
keychain, and of several third-party security products that I typically install on every computer that I work on. In recent months a 
new breed of third party security scanner and malware removal utilities have started to become popular. These new security 
products, which are generally free to use, are using cloud based technologies to perform fast and effective security scans. Being 
cloud based (on powerful internet servers) allows this new breed of security scanners to include in their threat databases a 
much larger number of potential threats than the databases typically included on PC based security systems. The threat data in 
the cloud is continuously updated, minimizing the threat gaps common in the PC based systems. Two of the free, cloud based 
scanners that I recently experimented with and found effective were Comodo Cloud Scanner and Panda Cloud Cleaner. 
 

Comodo Cloud Scanner (www.comodo.com/home/internet-security/cloud-scanner.php) was extremely fast, in that it seemed to 
scan my hard drive faster than any of the other scanners that I have used. In addition to effectively scanning and removing vi-
ruses, worms, trojans, and other malware, Comodo Cloud Scanner can also detect junk files, suspicious items in the registry, 
and hidden processes that may be running on your computer, a possible indicator of an active malware infection. This utility can 
also detect and alert the user of privacy issues and threats, and can identify traces of private information on the hard drive that 
may possibly be waiting for retrieval by a cyber crook.  
 

Combining the power and features of two of Comodo's popular desktop utilities, Comodo Internet Security and Comodo System 
Utilities, this Cloud Scanner connects to Comodo's servers to run the scan, rather than consuming the processing power of the 
PC, allowing it to run much faster. Since the cloud servers are continuously updated with the latest threats in real-time, the se-
curity scan is performed with the latest available threat library, greatly increasing the chance of detecting threats missed by the 
installed security software. Comodo Cloud Scanner will run on all 32bit and 64bit builds of Windows XP, Vista, Windows 7, 
Server 2003 and Server 2008. As with all of the other on-demand scanning utilities, this is not a substitute for a full time security 
suite, but instead an adjunct utility to verify protection, and to detect any malware that may have penetrated the installed securi-
ty software. 
 

The other free online cloud scanner that I experimented with was Panda Cloud Cleaner 
(pandacloudcleaner.pandasecurity.com). According to its webpage, "Panda Cloud Cleaner is an advanced disinfector based on 
Collective Intelligence (scanning in-the-cloud) that detects malware that traditional security solutions cannot detect." Once 
downloaded and installed, this utility has a very clean interface that requires no complicated configurations; simply clicking on 
the large "SCAN" button will start the process. As are most other cloud scanners, Panda Cloud Cleaner is very fast, as the actu-
al scanning is done online on Panda's cloud servers, rather than by the computer itself. Since the data files on the cloud servers 
are continuously updated, the latest digital signatures are always used during a scan. In addition to scanning all types of files for 
malware, Panda also scans the registry for any additional indications of malware infection. Upon completion of the comprehen-
sive cloud scan, Panda will present the user with a list of findings and threats which can be immediately neutralized. As with 
most of the other cloud scanners, Panda Cloud Cleaner is explicitly designed to coexist with the other security software installed 
on the computer, and will not interfere with it. 
 

Both of these cloud based scanners do a very credible job performing a security scan which can detect any malware that may 
have penetrated the installed primary security software. If a major malware infection is found by these cloud based utilities, it will 
likely be necessary to reinstall the original security software that was on the computer, as it had likely been compromised. Both 
Panda and Comodo cloud utilities can be installed and run alongside the existing security software without interference. Neither 
product offers continuous protection (there are other cloud based products that perform that task), and are strictly on demand 
scanners, only active when manually run by the user. These products are not a substitute for full time protective security soft-
ware. In practice, both are very fast scanners, primarily influenced by the size of the hard drive being scanned, and the speed of 
the internet connection. The actual files on the hard drive are not uploaded to the cloud for analysis, only a digital signature of 
those files is sent, thus personal data is not sent to the cloud by these utilities. While both utilities offer excellent malware detec-
tion and removal, the Comodo Cloud Scanner product also performs other necessary maintenance tasks in addition to malware 
scanning. 
 

It would be a wise "good practice" to install either (or both) of these free utilities and periodically verify the integrity of the com-
puter's security system by detecting any malware which may have penetrated the protective screen. If a material problem or 
threat is found, the user can then take appropriate corrective action.     — Ira Wilsker 
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I use Yahoo for my emails. In the sign in box, when I enter my User ID, my password will automatically ap-
pear, which defeats the privacy purpose of the password. This concerns me somewhat, because from time-to
-time, I use a shared computer. I have tried to sign out/in to see if that will keep the password from reappear-
ing to no avail. Your assistance would be greatly appreciated.  

 

The reason the password was saved is because at some point you clicked save my password or remember 
passwords and the password has been stored in the web browser. Donôt worry though, because removing the 
password isnôt too hard. Some browsers let you remove specific saved passwords, while others require you to 
wipe out the entire list. 

 

Internet Explorer: (deletes all saved passwords) 
First click on the gear next to the favorites star in upper right hand corner and click on ñInternet Options.ò In 
the general tab click ñdeleteò under the browsing history section. Click off all check marks except for 
ñpasswordsò and click OK. Next time youôre prompted to remember password, select ñnoò or ñnever for this 
site.ò 

 

Google Chrome: (delete individual passwords) 
First click on customize and control Google chrome (the three vertical barôs next to the bookmark star) and 
click ñsettings.ò Click show ñadvanced settingséò then click ñManaged Saved Passwords.ò Locate the Yahoo 
web address and click the X next to it to delete that saved information. Next time your prompted to remember 
password select ñnoò or ñnever for this site.ò 

 

Mozilla Firefox: (delete individual passwords) 
Click on the Firefox button in upper left hand corner of screen, then click on the options menu and ñOptions.ò 
In the security tab, click on ñSaved Passwords.ò Locate the saved password for Yahoo and click ñremoveò, 
then click ñclose.ò Next time your prompted to remember password select ñnoò or ñnever for this site.ò 

 

P.S. A great solution to this problem is to setup multiple user accounts for a shared computer. You can each 
have your own desktop, web browser bookmarks and files and set a login password to make sure that the 
right person uses the right account. You can create accounts by going to User Accounts in Control Panel and 
clicking ñManage Other Accountsò then ñCreate A New Accountò in Windows 7.     ~Tim  Worldstart.com 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  

Google Roman Numerals 

Next time you need to figure out something in Roman numerals, simply head over to Google and type the 
number, followed by ñin Roman Numeralsñ.  

 

Like this: 1987 in Roman Numerals      Result: 1987 = MCMLXXXVII 
 

Hail Caesar!   ~Andrew at WorldStart.com 

 

 

We provide your group members with a 35% discount off the list price of any of our books. At checkout, right 
before entering their credit card information, they must enter the user group coupon code  This coupon code 
is an exclusive offer that may not be used in conjunction with any other coupon codes.                   

http://www.peachpit.com/   USER GROUP COUPON CODE   UE-23AA-PEUF (case-sensitive). 

Deleting Saved Passwords on Shared Computers  

http://www.netherfield.co.nz/lavender-uses.php
http://www.peachpit.com/
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Find Wi-Fi on the Go 
 

Wi-Fi hot spots are a blessing for anyone on-the-go. You can connect your device to the Internet with little 
hassle. Plus, you won't be using up your data plan and risking overage charges. But sometimes the tricky part 
is finding that hot spot. 

 

Boasting more than half a million entries, this app uses your phone's GPS to find nearby Wi-Fi hotspots, both 
free and paid. It also gives you directions or the option to call the Wi-Fi location for additional information. 

 

Cost: Free  Systems: iOS and Android  Click Here to Download Now  
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

How to Make a Hyperlink Live in Email 
 

Type, or copy and paste a link to the body of a new email. At the end of the link, press enter. The link will 
change color and shows an underline. It is now a live link (hyperlink) and a double click by yourself or the re-
ceiver will open the linked site. To make your words or pics a hyperlink, right click to select the words, and  
choose "Remove Hyperlink", then choose "Hyperlink". This takes you to "Browsed Pages". Click on the web-

site you want to hyperlink. Click OK    ~ Submitted by Eileen Bryan 

   

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

What is COAD?  
 

Community Organizations Active in Disaster or COAD is a new organization under the umbrella of County 
VOAD). Yomar Cleary introduced COAD with a Power Point presentation at the September 6th monthly 
meeting of Big Bear Computer Club. BBCC member volunteers will play an important role in this important 
organization within our mountain community. For more information Contact Yomar Cleary: 909.878.5622  
ycleary@charter.net   
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

What are MOOCs?  
 

College-level classes that are free to anyone with an Internet connection, are offered by elite universities that 
have joined forces with private companies. The emergence of MOOCs is a phenomenon with the potential to 
transform higher education and has galvanized elite research universities across the country to begin to open 
higher education to everyone. Offered by Udacity (Stanford), edX (Harvard/MIT), and Coursera (Stanford) 
these courses harness the power of their huge enrollments to teach in new ways.  
 

More at Daily Report 
 
 

 

 

 

*** WIN A COOL PRIZE *** 
IN OUR NEW "FIND THE BEAR" CONTEST 
Congratulations to Paul Palmquist,  

October winner (and last) of a cool gadget!  

 Will you be the next winner?   

Be the first to click on the "Bear"!  

Bear's Tips 

http://www.komando.com/apps/category.aspx?id=11676&utm_medium=nl&utm_source=app&utm_content=2012-11-20-article-end
http://bits.blogs.nytimes.com/?nl=technology&emc=edit_tu_20121120
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Ever wanted to be able to find those Google "doodles" - the unique logo on their main page? Since 2000, the 
Google logo has gone through various, temporary design changes for special occasions and commemorative 
days. The only problem is that the logo is temporary and vanishes before you have had a chance to check it 
out.  Now, you can go into the archives and check out some Doodles from past years.   

In Google.com, go to the Search Box, and type ñGoogle Doodlesò .The first pop-up should look similar to this: 

  

Click, and you will be in the archives where every logo from 2000 to the present are there for your viewing!  

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

Mobile Printing: How It Works 
 

In the new age of technology, we exchange and receive more and more important documents using mobile 
devices. As a result, we frequently find that it is essential to have printing capabilities enabled via our 
smartphones, laptops, and even tablets.  
 

Take the following scenarios into consideration: Youôre traveling on business, and you receive an important 
PowerPoint presentation that you need to print right away. Or, youôre away from the office and suddenly re-
ceive a detailed spreadsheet recapping the dayôs events, but you are struggling to make sense of the 
miniscule type on your phone. 
 

Thanks to mobile printing, these kinds of concerns are no longer an issue. Nowadays, printers equipped with 
wireless capabilities or web connectivity feature extended reaches, expanding beyond specified workgroups 
or limited users.  
 

Furthermore, major tech companies such as Google, HP and Apple are making strides in offering solutions 
for users who need to locate a place to print when on-the-go. They are even implementing strategies for ex-
tending mobile printing compatibility to older printer models.     ~ worldstart.com 
 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

Say "No to All" 

If you have  ever worked on multiple files in Windows, you've probably have seen a message "Confirm Folder 
Replace". Notice thereôs an option for ñYes to Allò, but no button for ñNo to Allò? What gives? You don't want 
to click ñNoò all night, right? To get ñNo to Allò just hold the Shift key when you click ñNoò. Itôs that easy! Just 
make sure you know what youôre saying "No" to!  

 

~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~ ~  
 

Download 50+ MakeUseOf Guides On a Wide Range of Subjects.  
 

All free. Enjoy and share! Get printable cheat sheets and shortcuts for your favorite programs and sites. 
These cheat will make you more productive!   http://www.makeuseof.com/pages/     

Google Doodle Archive 

http://www.makeuseof.com/pages/
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Bearly Bytes 

Big Bear Computer  

Club Newsletter 

PO Box 645 

Big Bear City, CA  92314 
909.878.5822 

 

                  
  

¶ Monthly Meeting presen-

tation and demonstration 

of popular hardware and 

software  
 

¶ RAM (Q&A) sessions  
 

¶ Tech News and Virus 

Alerts 
 

¶ Member Software Raffle 
 

¶ 50/50 Drawing 
 

¶ Bearly Bytes, our award-

winning monthly news-

letter emailed or mailed 

to you First Class 
 

¶ Website: bigbearcc.org 
 

¶ Free Software Review  
 

¶ Member Help Line 
 

¶ Member E-mail Notifica-

tions 
 

¶ Member-only Discounts 
 

¶ Special Interest Groups      

or (SIGs) 
 
 

All this for only $25 per year!! 
 

 

BIG BEAR COMPUTER CLUB, INC. 
Membership Application 

 

Membership Benefits 

 

1. Mail your application and dues to:  BBCC Treasurer 

   PO Box 645 

   Big Bear City, CA 92314 

or  

2. Bring your application to a meeting 

or  

3. PayPal - click here    

□ New                                                □ Renewal                                        □ Update Information 
  

Full Name_____________________________________________________________________ 

  
Mailing Address________________________________________________________________ 

  
City, State, Zip_________________________________________________________________ 

  
Home Phone_(_____)___________________            Cell Phone_(       )____________________ 

  
E-mail address__________________________________________________________________ 

  
Family Member (s) Associates $5/year 

  
Name_________________________ _____________E-mail____________________________ 
  

  

For information and  

directions phone  

  Rosemary Lloyd,  

President  909.584.9358 

http://www.bigbearcc.org/
http://www.paypal.com/

